
5 Things That 
CISOs Worry 
About the Most



Unseen cyber risks and vulnerabilities

of organizations are not confident that 
they have accurate visibility into their 
overall cybersecurity posture   

90%



Lack of accurate asset inventory

60% 
of organizations have visibility into 
75% or less of their IT assets  



Too much of effort is spent on items 
that will not have an impact

of CISOs feel their teams are unable to 
prioritize the highest risk vulnerabilities

85%



It is difficult to know what tools and 
mitigations will fix what risk items

68%
70%
60% say that there is not enough time 

and resources to avoid a breach

feel that staffing and tools are not 
adequate for a strong security posture 

want more context and options 
on how to address risk items 



Your non-security colleagues fail to 
“own” critical risk mitigation tasks

9%
15%

of security professionals feel that they 
are effective in communicating 
security risks to their colleagues 

feel that their organization’s overall 
risk management efforts are timely 
and effective

*Survey of Balbix customers Fall 2020, Ponemon Survey Spring 2019



Balbix

A single, comprehensive, 
and up-to-date picture of 
your security posture

Use AI to discover, prioritize and gamify 
the mitigation of your vulnerabilities.

Learn more at: www.balbix.com


